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Dobrý" den, 

dovoluji si na základě zákona Č. 106/1999 Sb., o svobodném přístupu k informacím, ve znění 

pozdějších předpisů, požádat Váš úřad o poskytnutí informací týkajících se dopadů 

implementace směrnice Evropské unie č.: EU 2022/2555 (NIS2) do českého právního řádu na 

fungování Vašeho úřadu. 

Tuto žádost podávám z důvodu vypracování bakalářské práce na téma „Analýza a návrh vhodných 

bezpečnostních opatření v oblasti kybernetické bezpečnosti podle směrnice NIS2 na krajských 

úřadech". Jsem ve služebním poměru příslušníka bezpečnostních sborů, Policie České republiky 

a studuji na Policejní akademii České republiky v Praze, studijní program Policejní činnosti. 

Informace poskytnuté Vaším úřadem mi poslouží jako odborný podklad, který je nezbytný pro 

vypracování mé bakalářské práce. Ačkoliv se v tématu práce zmiňují krajské úřady, obce 

s rozšířenou podléhají stejným požadavkům na kybernetickou bezpečnost. 

Dovoluji si Vás proto požádat o zodpovězení následujících otázek: 

1. Jakým způsobem se na Váš úřad konkrétně vztahuje implementace směrnice NIS 2 do 

českého právního řádu, spadáte do kategorie nižších, nebo vyšších povinností? 

2. Jaké nové povinnosti v oblasti kybernetické a informační bezpečnosti pro Váš úřad z 

implementace směrnice NIS 2 vyplývají? 

3. Jaké organizační změny musel nebo musí Váš úřad v souvislosti s implementací směrnice 

NIS 2 učinit (např. úprava vnitřních předpisů, změna v řízení 1T/bezpečnosti)? 

4. Jaké personální změny byly nebo budou realizovány (např. navýšení počtu zaměstnanců 

odpovědných za kybernetickou bezpečnost, posílení IT oddělení)? 

5. Jaká školení či vzdělávací aktivity v oblasti kybernetické bezpečnosti byla zavedena pro 

zaměstnance Vašeho úřadu v souvislosti s požadavky vyplývajícími z NIS 2? 

6. Jaké finanční náklady (orientačně či v odhadovaném rozpětí) si implementace požadavků 

směrnice NIS 2 vyžádala nebo vyžádá v rozpočtu Vašeho úřadu (např. vyčlenění na 

personální náklady, školení, infrastrukturu, služby externích dodavatelů)? 

7. Jaká materiální a technická opatření byla či budou v souvislosti s NIS 2 realizována (např. 

obměna hardware, zavedení nových bezpečnostních technologií, systémů pro 

monitorování a detekci incidentů, zálohovací a obnovovací řešení)? 

8. Zda byl v souvislosti s NIS 2 vytvořen nebo aktualizován soubor vnitřních bezpečnostních 

politik a metodik (např. bezpečnostní politika, politika řízení přístupů, řízení rizik, 

kontinuita provozu, incident response plány), a pokud ano, vjakém rozsahu? 

9. Jakým způsobem Váš úřad zajišťuje analýzu a řízení rizik v oblasti kybernetické 

bezpečnosti po účinnosti nové právní úpravy vycházející z NIS 2? 

10. Zda Váš úřad podstoupil (nebo plánuje podstoupit) v souvislosti s implementací NIS 2 

nějaké externí audity, penetrační testy či jiné formy nezávislého ověřování úrovně 

kybernetické bezpečnosti? 

Prosím o zaslání požadovaných informací do datové schránky ID: 

Děkuji za Vaši vstřícnost a čas věnovaný vyřízení této žádosti. 



S pozdravem, 
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odbor projektů IT služeb a outsourcingu Magistrátu města Ostravy (dále jen „povinný subjekt") obdržel dne 

19.1.2026 Vaši žádost o poskytnutí informací dle zákona č. 106/1999 Sb., o svobodném přístupu k informacím, 

ve znění pozdějších předpisů (dále jen „zákon o svobodném přístupu k informacím"). V podané žádosti 

požadujete sdělení následujících informací: 

Dovoluji si na základě zákona Č. 106/1999 Sb., o svobodném přístupu k informacím, ve znění pozdějších 

předpisů, požádat váš úřad oposkytnutí informací tykajících se dopadů implementace směrnice Evropské unie 

Č.: EU 2022/2555 (NIS2) do českého právního řádu na fungování vašeho úřadu. 

K Vašim dotazům sdělujeme následující: 

1. Jakým způsobem se na váš úřad konkrétně vztahuje implementace směrnice NIS 2 do českého 

právního řádu, spadáte do kategorie nižších, nebo vyšších povinností? 

Statutární město Ostrava postupuje dle platné legislativy, vztahují se na něj tedy povinnosti dle zákona 

264/2025 Sb. o kybernetické bezpečnosti a všechny související právní předpisy. Město jako obec 

s rozšířenou působností provedlo ohlášení regulované služby v režimu nižších povinností. 

2. Jaké nové povinnosti v oblasti kybernetické a informační bezpečnosti pro Váš úřad: implementace 

směrnice NIS 2 vyplývají? 

V kontextu dotazu na město nově dopadají povinnosti dle zákona 264/2025 Sb. o kybernetické 
bezpečnosti a související právní předpisy, dále specifikované zejména ve vyhlášce č. 410/2025 Sb. o 

bezpečnostních opatřeních poskytovatele regulované služby v režimu nižších povinností, kdy tyto 

předpisy nabyly účinnosti 1. 11.2025. Město musí zavést a provádět bezpečnostní opatření pro každou 

regulovanou službu nejpozději do 1 roku ode dne doručení rozhodnuti o registraci regulované služby. 
Vzhledem ke skutečnosti, že město již celou řadu opatření v oblasti kybernetické bezpečnosti 

dlouhodobě a kontinuálně realizuje, je nutné aktuálně zejména provést revizi požadovaných opatření 

a uvést je do souladu s citovanou legislativou jak po věcné, tak formální stránce. 

3. Jaké organizační změny musel nebo musí Váš úřad v souvislosti s implementací směrnice NIS 2 učinit 

(např. úprava vnitřních předpisů, změna v řízení IT/bezpečnosti)? 
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Aktuálně nebyly provedeny organizační změny, v případě rozhodnutí o registraci regulované služby 
musí být veškerá dokumentace a postupy uvedeny do souladu s platnou legislativou ve stanovené 
době. Povinností města je mj. zavést přehled bezpečnostních opatření a proces jejich vyhodnocování. 

4. Jaké personální změny byly nebo budou realizovány (např. navýšeni počtu zaměstnanců odpovědných 

za kybernetickou bezpečnost, posílení IT oddělení)? 

Aktuálně nejsou realizovány personální změny ani předloženy návrhy na tyto změny orgánům města. 

5. Jaká školení či vzdělávací aktivity v oblasti kybernetické bezpečnosti byla zavedena pro zaměstnance 

Vašeho úřadu v souvislosti s požadavky vyplývajícími z NIS 2? 

Magistrát města Ostravy již nyní realizuje školení v rozsahu v oblasti kybernetické bezpečnosti, 
vstupní školení, pravidelná školení i školení vrcholného vedení. 

6. Jaké finanční náklady (orientačně či v odhadovaném rozpětí) si implementace požadavků směrnice 

NIS 2 vyžádala nebo vyžádá v rozpočtu Vašeho úřadu (např. vyčlenění na personální náklady, školení, 

infrastrukturu, služby externích dodavatelů)? 

V současné době nejsou identifikovány náklady přímo související s implementaci požadavků NIS2. 

7. Jaká materiální a technická opatření byla či budou v souvislosti s NIS 2 realizována (např. obměna 

hardware, zavedení nových bezpečnostních technologií, systémů pro monitorování a detekci incidentů, 

zálohovací a obnovovací řešení)? 

Město kontinuálně zajišťuje provoz, rozvoj a obnovu ICT technologií, včetně provozu systémů 

monitoringu bezpečnostních událostí, zálohování apod. V přímé souvislosti s NIS 2 aktuálně 
neevidujeme potřebu nových investic. 

8. Zda byl v souvislosti s NIS 2 vytvořen nebo aktualizován soubor vnitřních bezpečnostních politik a 

metodik (např. bezpečnostní politika, politika řízení přístupů, řízeni rizik, kontinuita provozu, incident 

response plány), a pokud ano, v jakém rozsahu? 

Město má vytvořenou bezpečnostní politiku ve vztahu k bezpečnosti provozu ICT služeb a související 

dokumentaci a tato bude aktualizována v souladu s legislativou v zákonem stanovené době. 

9. Jakým způsobem Váš úřad zajišťuje analýzu a řízení rizik v oblasti kybernetické bezpečnosti po 

účinnosti nové právní úpravy vycházející z NIS 2? 

Vlastními zaměstnanci. 

10. Zda Váš úřad podstoupil (nebo plánuje podstoupit) v souvislosti s implementací NIS 2 nějaké externí 

audity, penetrační testy či jiné formy nezávislého ověřování úrovně kybernetické bezpečnosti? 

Město Ostrava podstupuje pravidelné nezávislé testování, a to bez ohledu na NIS2. 

Děkujeme. 

S pozdravem 
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